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Total ionizing dose (TID), heavy ion and proton characterization have previously been performed on Virtex FPGAs, fabricated on epitaxial silicon, to evaluate the on-orbit radiation performance expected for this technology.  The dominant risk is Single Event Upset (SEU), so upset detection and mitigation schemes were developed and tested to demonstrate the improvement in the programmed functional  upset sensitivity and the system consequence of upsets. The Xilinx prescribed SEU mitigation schemes were tested for a generic functional usage at the proton facility in UC Davis.
























	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



































































































	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	






The results of this radiation characterization program show that the Virtex FPGA meets TID and SEL requirements for many orbital applications.  The static-cross section has been measured for both heavy ions and protons by testing the device as though it were an SRAM.  LET threshold determined in the heavy ion test proved the part is sensitive to the proton portion of the spectrum.  Dynamic testing required a proton accelerator so that the  time between upsets could be increased, thereby allowing for accurate measurements  



Two dynamic upset signatures have been found, soft errors where a reset is sufficient for recovery, and hard errors that require device reconfiguration.  In tests without mitigation, 45% of the failures cannot be attributed to configuration bitstream upsets.  It is also shown that, on average, 6.5 bitstream upsets are required for a functional failure for the test designs without mitigation.  No measurable dependence on clock rate was found.  

Applying the correct mitigation techniques successfully hardened functionality of the device with the following benefits: The first benefit is that soft errors do not create functional errors. The second benefit is that individual static errors do not create functional errors. The third benefit is that the self recovering nature of the TMR design automatically updates internal state data when configuration correctness is restored. The fourth benefit is that error detection is not necessary thus overhead system logic is not required to facilitate mitigation.
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